areas, with access limited to only those employees who have an official need for access in order to perform their duties. We annually provide our employees and contractors with appropriate security awareness training that includes reminders about the need to protect PII and the criminal penalties that apply to unauthorized access to, or disclosure of, PII (e.g., 5 U.S.C. 552a(i)(1)). Furthermore, employees and contractors with access to databases maintaining PII must sign a sanctions document annually, acknowledging their accountability for inappropriately accessing or disclosing such information.

RECORD ACCESS PROCEDURES:
Individuals requesting notification of, or access to, a record by mail must include a notarized statement to us to verify their identity or must certify in the request that they are the individual they claim to be and that they understand that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense.

Individuals requesting notification of, or access to, records in person must provide their name, SSN, or other information that may be in this system of records that will identify them, as well as provide an identity document, preferably with a photograph, such as a driver’s license. Individuals lacking identification documents sufficient to establish their identity must certify in writing that they are the individual they claim to be and that they understand that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense. These procedures are in accordance with our regulations at 20 CFR 401.40 and 401.45.

CONTESTING RECORD PROCEDURES:
Same as Notification procedures. Also, requesters should reasonably identify the record, specify the information they are contesting and the corrective action sought, and the reasons for the correction, with supporting justification showing how the record is incomplete, untimely, inaccurate or irrelevant. These procedures are in accordance with SSA regulations (20 CFR 401.65(a)).

NOTIFICATION PROCEDURES:
An individual can determine if this system contains a record about him/her by writing to the system manager(s) at the above address and providing his/her name, SSN or other information that may be in the system of records that will identify him/her. An individual requesting notification of records in person should provide the same information, as well as provide an identity document, preferably with a photograph, such as a driver’s license or some other means of identification. If an individual does not have any identification documents sufficient to establish his/her identity, the individual must certify in writing that he/she is the person claimed to be and that he/she understands that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense.

If notification is requested by telephone, an individual must verify his/her identity by providing identifying information that parallels information in the record to which notification is being requested. If it is determined that the identifying information provided by telephone is insufficient, the individual will be required to submit a request in writing or in person. If an individual is requesting information by telephone on behalf of another individual, the subject individual must be connected with SSA and the requesting individual in the same phone call. SSA will establish the subject individual’s identity (his/her name, SSN, address, date of birth and place of birth, along with one other piece of information, such as mother’s maiden name) and ask for his/her consent in providing information to the requesting individual.

If a request for notification is submitted by mail, an individual must include a notarized statement to SSA to verify his/her identity or must certify in the request that he/she is the person claimed to be and that he/she understands that the knowing and willful request for, or acquisition of, a record pertaining to another individual under false pretenses is a criminal offense. These procedures are in accordance with SSA regulations (20 CFR 401.40).

EXEMPTIONS PROMULGATED FOR THE SYSTEM:
None.

HISTORY:
17 FR 1846, Social Security Administration Parking Management Record System.
72 FR 69723, Social Security Administration Parking Management Record System.
83 FR 54969, Social Security Administration Parking Management Record System.
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BILLING CODE 4191–02–P
DEPARTMENT OF STATE

[Public Notice 11096]

Notice of Information Collection Under OMB Emergency Review: Request To Change End-User, End-Use and/or Destination of Hardware

ACTION: Notice of request for emergency OMB approval and public comment.

SUMMARY: The Department of State has submitted the information collection request described below to the Office of Management and Budget (OMB) for review and approval in accordance with the emergency review procedures of the Paperwork Reduction Act of 1995. The purpose of this notice is to allow for public comment from all interested individuals and organizations. Emergency review and approval of this collection has been requested from OMB by April 30, 2020. If granted, the emergency approval is only valid for 180 days. The Department plans to follow this emergency request with a submission for a 3 year approval through OMB’s normal PRA clearance process.

DATES: All public comments must be received by April 29, 2020.

ADDRESSES: Direct any comments on this emergency request to both the Department of State Desk Officer in the Office of Information and Regulatory Affairs at the Office of Management and Budget (OMB) and to The Bureau of Political and Military Affairs, The Directorate of Defense Trade Controls. You may submit comments by the following methods:
- Web: Persons with access to the internet may comment on this notice by going to www.Regulations.gov. You can search for the document by entering “Docket Number: DOS—2020–0016” in the Search field. Then click the “Comment Now” button and complete the comment form.
- Email: Andrea Battista battistaal@state.gov.

You must include Emergency Submission Comment on “Request to Change End-User, End-Use and/or Destination of Hardware” in the subject line of your message.

You must include the DS form number (if applicable), information collection title, and the OMB control number in any correspondence.

FOR FURTHER INFORMATION CONTACT: Direct requests for additional information regarding the collection listed in this notice, including requests for copies of the proposed collection instrument and supporting documents to Andrea Battista, battistaal@state.gov, who may be reached on 202–663–3136.

SUPPLEMENTARY INFORMATION:
- Title of Information Collection: Request to Change End-User, End-Use and/or Destination of Hardware.
- OMB Control Number: 1405–0173.
- Type of Request: Emergency Review.
- Form Number: DS–6004.
- Respondents: Business or Nonprofit Organizations.
- Estimated Number of Respondents: 1,563.
- Estimated Number of Responses: 1,563.
- Average Time Per Response: 1 hour.
- Total Estimated Burden Time: 1,563.
- Frequency: On occasion.
- Obligation to respond: Voluntary.

We are soliciting public comments to permit the Department to:
- Evaluate whether the proposed information collection is necessary for the proper functions of the Department.
- Evaluate the accuracy of our estimate of the time and cost burden for this proposed collection, including the validity of the methodology and assumptions used.
- Enhance the quality, utility, and clarity of the information to be collected.
- Minimize the reporting burden on those who are to respond, including the use of automated collection techniques or other forms of information technology.

Please note that comments submitted in response to this notice are public record. Before including any detailed personal information, you should be aware that your comments as submitted, including your personal information, will be available for public review.

Methodology

The information collected on form DS–86 is used by the Department of State to help ensure that no person bears more than one valid or potentially valid U.S. passport book of the same type and/or passport card at any one time, except as authorized by the Department. The information on the form is also used to address passport fraud and misuse.

When needed, the Statement of Non-receipt of a U.S. Passport, form DS–86, is used by the U.S. Department of State to collect information for the purpose of issuing a replacement passport to customers whose passports have been issued but who have not received their passport documents in the mail.

Zachary Parker,
Director.